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oneM2M Partnership Project

HGI

www.oneM2M.org All documents and specifications are publically available

http://member.onem2m.org/Static_pages/Others/Rules_Pages/oneM2M_Partnership_Agreement-V2_0.doc
http://www.onem2m.org/
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Organization

Steering
Committee

Technical
Plenary

Finance

Industry Liaison

Marketing

Legal

Methods/Procedures

Work Programme

Coordination Group

Methods of Work

RDM TDESDS

WG1 – RDM  Chair: 
Shane He, Nokia (ETSI)
Vice Chairs: 
TaeHyun Kim, SyncTechno Inc (CCSA)

Secretariat Support: 
Michael Kim (TTA) & Akash Malik (TSDSI)

WG 2  SDS  Chair:
Peter Niblett, IBM (ETSI)
Vice Chairs: 
SeungMyeong Jeong, KETI (TTA)
Wei Zhou, Datang Telecom (CCSA)
Poornima Shandilya, C-DOT (TSDSI)

Secretariat Support: 
Karen Hughes (ETSI) & Victoria Mitchell (TIA)

WG3 – TDE Chairman: 
Andrew Min-gyu Han, Hansung University (TTA)
Vice Chairs: 
Bob Flynn, Exacta (ETSI)
Sherzod Elamanov, SyncTechno Inc (ETSI)

Secretariat Support: 
Michelle  Kelley (ATIS) & Akash Malik  (TSDSI)
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http://onem2m.org/about-onem2m/organisation-and-structure

Requirements and Domain Models

Working Groups
System Design and Security Testing and Developers Ecosystem

TP Chair:
Roland Hechwartner, Deutsche Telekom (ETSI)
Vice Chairs:
JaeSeung Song, KETI  (TTA)  

Secretariat Support: 
Karen Hughes, ETSI

SC Chair: 
Enrico Scarrone, Telecom Italia (ETSI)
Vice Chairs: 
Uday B. Desai (TSDSI)

Secretariat support: Victoria Mitchell (TIA)

Sustainability
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oneM2M
Standard – Testing – Certification Program

Certification Program

Industry

Public ServicesEnterprise HealthcareEnergy

TransportationOtherResidential

REQUIREMENTS
TS-0002

TECHNICAL SPECSTECHNICAL REPORTS TECHNICAL SPECSTECHNICAL REPORTS TECHNICAL SPECSTECHNICAL REPORTS

Interoperability
Test Events

Transposed to Partner Specifications      Regional Standards
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Industry 
Day 5

oneM2M WS & 
Developers 
Training / 

China*

2021201720162015 2020201920182012

Industry 
Day 4

Industry 
Day 3

Industry 
Day 2

Industry 
Day 1

oneM2M
established Release 1 Release 2 Release 2A Release 3 Release 4

oneM2M Hack-a-Thon Events

Interop 1 Interop 2 Interop 3
Interop 4

Interop 5 Interop 6

oneM2M
Certification

launch

15+ products 
certified oneM2M

Certification
launch

Interop 7

2022

Release 5
initial plan

2023 2024

Interop 8

oneM2M White 
Paper

How oneM2M 
is Enabling 

More 
Sustainable IoT 
Deployments

oneM2M White 
Paper
IoT for 

Sustainability

Joint oneM2M – ETSI ISG MEC White Paper

https://www.onem2m.org/iot-news/815-new-onem2m-white-paper-on-sustainable-iot-features
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oneM2M Breaks Down the Silos 
Smart 
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Services
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oneM2M Common Services “Toolkit”

IoT Application Layer

oneM2M Common 
Services Layer

IoT Devices and 
Connectivity Layer

Registration

Registration

Group 

Management

Security Discovery

Data 

Management & 

Repository 

Application & 

Service 

Management

Device 

Management
Subscription & 

Notification

Communication 

Management

Service 

Charging & 

Accounting

Location

Network Service 

Exposure

Semantics 

Transaction 

Management 

Common Service Entity

Time 

Management 

Session 

Management 

Process 

Management 



10

oneM2M Feature Summary by Release
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Release 4 Features Overview 
See also oneM2M Release 4 webinar:

oneM2M Release 4 Preview of new features by Dale Seed, Convida Wireless

11
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• Provides an abstraction layer for connected devices

• Together with other organizations, such as OCF and OMA, oneM2M Rel 3 defines 84 ModuleClasses and 50 
Devices with various functionalities

• In Rel 4 SDT is restructured to fit more the verticals (Home, City, Industry, Health, Automotive,…)

SDT 4.0: make it easy for IoT developers

URL to GitLab: https://git.onem2m.org/MAS/SDT (master)

https://git.onem2m.org/MAS/SDT


SDT based Information Models 
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temp

AE-2

AE: Application Entity

AE-1

temp

AE-3

temp

AE-4

AE-2

CSEBase

AE-3

AE-4

AE-3

CSE

CSE: Common Services Entity

CSE resource tree for 
storing metadata/data of 
applications and devices
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temp

AE-2
CSE

AE: Application Entity
CSE: Common Services Entity

Geo Query Request

geoQuery = Point, [40.71, -74.0], …

AE-1

AE sends a geo query 
request to discover 
temperature sensor in New 
York City

temp

AE-3

temp

AE-4

Location: New York 
[40.71, -74.0] 

AE-2
location: [40.71, -74.0] 

CSEBase

Location: LA 
[34.05, -118.24] 

Location: Chicago 
[41.85, -87.65] AE-3

location: [34.05, -118.24] 

AE-4
location: [41.85, -87.65] 

Response (AE-2)

CSE looks up locations of AEs and 
finds AE-2 matches Geo Query criteria 
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CSE

AE: Application Entity

CSE: Common Services Entity

processManagement

1. Create <processManagement>, 

<state>, <action> resources

CSEBase

AE-1

state-1

state-2

action-1

…

…

5. While performing the process, CSE transitions 

to individual process states based on transition 

criteria and performs actions defined for each 

state.  

3. CSE monitors start/stop conditions to 

determine if/when to perform the process

An AE can offload to a CSE a 
process that the CSE performs on 
the AE’s behalf.  

2. A process consists of a set 

of states and actions much like 

a state machine

5. While performing the process, CSE transitions 

to individual process states based on transition 

criteria and performs actions defined for each 

state.  

4. While performing the process, CSE transitions 

to individual process states based on transition 

criteria and performs actions defined for each 

state if/when specified conditions have been met.  

AE-2
5. Unlock Door
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temp

AE-1
CSE

AE: Application Entity
CSE: Common Services Entity

primitiveProfile
• resourceTypes = contentInstance
• operations = CREATE
• additions = 

labels=temperature, 
creator=AE-1, 
contentInfo=application/xml:1 …

AE-1

CSEBase

1) Request to create contentInstance resource
[content = 32]

CSE AE-2

2) CSE uses Message Primitive Profile to add 
additional useful metadata to message

A Message Primitive Profile is used by a CSE to 
add, modify and delete attributes of messages 
flowing to/from constrained IoT devices.  This 
helps minimize size of messages without 
sacrificing useful info needed by apps interacting 
with these devices  

3) Request to Retrieve contentInstance

4) Rich set of information needed 
by AE-2 included in response

4) Response
[labels = temperature, creator =  AE-1,

contentInfo = application/xml:1, content=32]

Only bare minimal amount of info needed 
in request (i.e. just the sensor reading)

container

contentInstance
• labels = temperature
• creator =  AE-1
• contentInfo = application/xml:1 …
• content=32
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temp

AE-1
CSE

AE: Application Entity
CSE: Common Services Entity

timeSeries

AE-1

CSEBase

1) Request to create timeSeriesInstance resource
[Originating Timestamp = 20201003T112432, 

Data Generation Time = 20201003T112405
content = 32, …]

timeSeriesInstance1
dataGenerationTime = 20201003T113140,

content = 32

CSE AE-2

...

2) Based on AE-1’s Originating 
Timestamp value, CSE detects time 
synchronization offset of +7mins 35secs

3) CSE compensates for time offset 
by adjusting Data Generation Time 
by 7mins 35secs

4) Request to Retrieve timeSeriesInstance resource
[Originating Timestamp = 20201003T161349]

5) Based on AE-2’s Originating Timestamp value, 
CSE detects time synchronization offset of +4mins 
15secs and adjusts Data Generation Time to 
compensate for offset when responding to AE-2

6) Response
[Data Generation Time = 20201003T113555

content = 32, …]

CSE compensates for time offset 
by adjusting Data Generation Time 
by 11mins 50secs
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CSE

AE: Application Entity
CSE: Common Services Entity

AE-1

CSEBase

softwareCampaign
version = 1.2.5
name = MN-CSE
targets = Node-2, Node-3, Node-4
softwareOperation = INSTALL
URL = http://images/MN-CSE
softwareTriggerCriteria = subjectResource123

CSE-1

AE-1

2) When software campaign 
trigger criteria are met, CSE-1 
performs operations to 
manage CSE SW on targeted 
Fog/Edge nodes

CSE-2

CSE-3

CSE-4

AE-1 offloads software 
management to CSE-1 using 
software campaigning to 
orchestrate CSEs deployed 
on Fog/Edge nodes

4) Response
[Aggregated software campaign results]

Node-2

Node-3

Node-4

1) Software Campaign Request
[targets, trigger criteria, operation, version, URL, …] 
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Located in Area-A

Located in Area-B AE-2

CSEBase

AE-3

semanticDescriptor2

“AE-2”  “is-a”  “Temperature Sensor”

“AE-2”   “isLocatedIn”  “Area-A”

semanticDescriptor1

Semantic Resource Discovery Request

temp

AE-2 CSE

AE: Application Entity
CSE: Common Services Entity

AE-1

AE sends a semantic based resource 
discovery request

SELECT ?sensor
WHERE {

?sensor  “is-a”   “Temperature Sensor”
?sensor “isOwnedBy”  “Organization-A”

}

temp

AE-3

semanticRuleRepository

reasoningRules

If X “isLocatedIn” “Area-A” ➔ X “isOwnedBy” “Organization-A” 

Response (AE-2)

CSE applies semantic reasoning rules to 

perform semantic discovery and 

determine that

“AE-2” “is-a”  “Temperature Sensor”

that “isOwnedBy”  “Organization-A”
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temp

CSE

AE: Application Entity
CSE: Common Services Entity
IPE: Interworking Proxy Entity

IPE-AE

Retrieve deviceThermometer1 Request

CSEBase

AE-1

AE-1 can retrieve the value 
of a temperature sensor 
without having to be 
aware it is a Modbus 
device

temp

temp

Response

(temperature = 72) 

Modbus
Device 1

Modbus
Device 2

Modbus
Device 3

IPE

deviceThermometer1

deviceThermometer2

deviceThermometer3

Modbus devices 
represented as 
oneM2M devices
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temp

AE-2

CSE

AE: Application Entity
CSE: Common Services Entity

AE-1

CSEBase

3) E2E request with QoS from 
AE-1 to AE-2 with 

e2eQosSession
e2eQosRequirements =  QoS level, schedule, etc.

CSE

AE-1

2) CSE configures QoS 
session parameters 
between AE-1 and AE-2 in 
underlying 3GPP network

3GPP Network                                                                        

1) Request to establish 
E2E QoS Session between 

AE-1 and AE-2

4) E2E request from 
AE-1 to AE-2 with QoS 

AE-1 needs to 
communicate with AE-2 
with a guaranteed level of 
QoS (e.g. low latency)



© 2022 oneM2M

CSE

AE: Application Entity
CSE: Common Services Entity

AE-1

CSEBase

4) Notification of high
network congestion in New York 

nwMonitoringReq
geographicArea =  [40.71, -74.0]

CSE AE-1

2) CSE subscribes to 3GPP 
network to receive 
notifications of  high 
congestion level in a New 
York area

3GPP Network                                                                        

1) AE-1 requests to be notified 
if network congestion in a 

New York area becomes high

temp

AE-2

temp

AE-3
temp

AE-4

Location: New York 
[40.71, -74.0] 

Location: New York 
[40.71, -74.0] 

Location: New York 
[40.71, -74.0] 

3) 3GPP network 
notifies CSE that 
network congestion in 
the specified New 
York area is high

AE-1 scales communication 
with devices in New York 
area to help reduce network 
congestion
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AE-2

CSEBase-2

Door
doorLock = False

Announced AE-2

CSEBase-1

Announced Door
doorLock = False

CSECSE-1 AE-1

2) Synchronize original resource to 
announced resource

[doorLock = False] 

AE-2 CSE-2

1) Request to unlock door using 
announced resource

[doorLock = False] 

3) Notify when original door resource 
updated via synchronization

[doorLock = False] 

Synchronization

In Rel-4, when announced resource is updated, 
original resource is updated automatically to 
keep it synchronized.  Synchronization in the 
opposite direction supported in prior releases. AE: Application Entity

CSE: Common Services Entity
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CSEBase

m2mServiceSubscriptionProfile

CSE

AE: Application Entity
CSE: Common Services Entity

serviceSubscribedAppRule

serviceSubscribedUserProfile

Defines Service Subscription information 
for an individual Service Subscriber and 
their authorized Service Users

Defines settings & restrictions for an 
individual Service User (e.g. how much data 
a user can store in the CSE)

Defines which AEs can register to a CSE and 
which Service User are authorized to access 
services of the CSE using these AEs

New Service Subscriber / User Features:

• Service Subscriber & User profiles

• Service User based authorization

• Service User based charging & accounting
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CSEBase

CSE

AE: Application Entity
CSE: Common Services Entity

accessControlPolicy

flexContainer

Enhanced to support limit-based access rules 
(e.g. grant access only 5 times)  

Different access control rules can now be 
defined for different attributes of a  resource 
rather than the entire resource (e.g. attribute 1, 
attribute N).  

New Security Features:

• Attribute level access control policies

• Context aware access control policies

• Permission-based discovery
accessControlPolicyIDs

attribute 1

attribute N

Enhanced to support access control rules that are 
contingent on the state of other resources  
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temp

AE-2

CSE

AE: Application Entity
CSE: Common Services Entity

Group-1
memberIDs = 

AE-2, 
AE-3, 
AE-4, 
AE-5

Group-1 Anycast/Somecast Retrieve Request

(Group Somecast Target Number = 1) 

CSEBase

AE-1

AE sends a request to 
retrieve the value of 
any temperature 
sensor within a group

CSE selects1 group 
members based on 

algorithm 
(e.g. round robin)

temp

AE-3

temp

AE-4

temp

AE-5

Anycast/Somecast Response

( AE-5 temp) 
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AE-2
labels = temperature

appName = tempSensor

CSEBase

Discovery-based UPDATE Request
[Filter Criteria: [filterUsage = discoveryBasedOperation, labels=temperature] 
Content: appName = tempSensor]

temp

AE-2 CSE

AE: Application Entity
CSE: Common Services Entity

AE-1

AE can send a single request to both 
discover AEs with labels set to 
“temperature” and then to update the 
“appName” attribute to “tempSensor”

temp

AE-3

Response 
[Aggregated Update Results for AE-2 and AE-3]

CSE performs discovery and 
then update operations

AE-3
labels = temperature

appName = tempSensor



What’s next? 
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Studies, Use Case and Requirements development

• AI enablement

• Information Model enhancements – SDT4.0

• Support of Data Protection Regulations 

• Support of Data License Management 

• Smart City and Enterprise domain enablement enhancement

• Enablement of IoT in the metaverse

• Advanced Semantic Discovery 

• Additional Interworkings (e.g. OGC’s Sensor Thing API)

• Effective IoT Communication to Protect 3GPP Networks (cont’d)

REQUIREMENTS
TS-0002

TECHNICAL REPORTS

TECHNICAL SPECS



For more information …

visit www.oneM2M.org
Executive Viewpoints - https://onem2m.org/insights/executive-viewpoints

oneM2M in the News - https://onem2m.org/news-events/newsmenu/onem2m-in-the-news

Technical Specifications - https://onem2m.org/technical/published-drafts

Roland Hechwartner – roland.hechwartner@magenta.at

https://onem2m.org/insights/executive-viewpoints
https://onem2m.org/news-events/newsmenu/onem2m-in-the-news
https://onem2m.org/technical/published-drafts


Thank You
roland.hechwartner@magenta.at

24 February 2023 oneM2M Stakeholders’ Day 32
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oneM2M Tutorials

oneM2M Wiki
https://wiki.onem2m.org/index.php?title=OneM2M_Jupyter_Notebooks

YouTube
https://www.youtube.com/playlist?list=PLDd4EJmw5gUnA_d1RgYnxrO

rYeYuHdH5u

GitHub & Discussions
https://github.com/oneM2M/onem2m-jupyter-notebooks

https://github.com/oneM2M/onem2m-jupyter-notebooks/discussions

MyBinder Runtime
https://mybinder.org/v2/gh/oneM2M/onem2m-jupyter-

notebooks/master?urlpath=lab/tree/__START__.ipynb

The first set of the oneM2M Tutorials using Jupyter Notebooks is now online!

https://wiki.onem2m.org/index.php?title=OneM2M_Jupyter_Notebooks
https://www.youtube.com/playlist?list=PLDd4EJmw5gUnA_d1RgYnxrOrYeYuHdH5u
https://www.youtube.com/playlist?list=PLDd4EJmw5gUnA_d1RgYnxrOrYeYuHdH5u
https://github.com/oneM2M/onem2m-jupyter-notebooks
https://github.com/oneM2M/onem2m-jupyter-notebooks/discussions
https://mybinder.org/v2/gh/oneM2M/onem2m-jupyter-notebooks/master?urlpath=lab/tree/__START__.ipynb
https://mybinder.org/v2/gh/oneM2M/onem2m-jupyter-notebooks/master?urlpath=lab/tree/__START__.ipynb

	Slide 1
	Slide 2: About oneM2M  Organization, Standard, Roadmap
	Slide 3: oneM2M Partnership Project
	Slide 4: Organization
	Slide 5: Working Groups     Terms Of Reference
	Slide 6: oneM2M Standard – Testing – Certification Program
	Slide 7: oneM2M Key-events Timeline
	Slide 8: oneM2M Breaks Down the Silos 
	Slide 9: oneM2M Common Services “Toolkit”
	Slide 10: oneM2M Feature Summary by Release
	Slide 11:  Release 4 Features Overview 
	Slide 12: SDT 4.0: make it easy for IoT developers
	Slide 13: SDT based Information Models 
	Slide 14: Quick Overview of oneM2M Entities
	Slide 15: Geo Query
	Slide 16:      Process Management Services
	Slide 17: Message Primitive Profiles
	Slide 18: Time Management
	Slide 19: Software Campaigning
	Slide 20: Semantic Reasoning
	Slide 21: Modbus Interworking
	Slide 22: End-to-End QoS Session
	Slide 23:      Network Congestion Monitoring
	Slide 24: Resource Synchronization
	Slide 25: Service Subscriber & User Management
	Slide 26: Security Enhancements 
	Slide 27: Group Anycast / Somecast
	Slide 28: Discovery-based Operations
	Slide 29:  What’s next? 
	Slide 30: Release 5
	Slide 31: For more information …
	Slide 32
	Slide 33

